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84% use internet 

at home   

69% in their bedroom 

Only 4% of children’s 

phones do not connect to 

the internet 

London School of Economics and Political Science, 2014 





Serious Case Reviews Conducted Since 2008  

• Suicide following cyber bullying 

• Online grooming leading to sexual abuse and exploitation 

• Vulnerable parents targeted by abusive adults via dating websites and 
social networking 

• Children sexually abused in order to share images of sex abuse online 

• Murder 



What does your child love doing online? 
What services/devices do they use? 

 

 

 

 

 

 

 

The online world is exciting and inspiring and one that we want and need our children to 
be able to engage with – it can provide young people with many opportunities.  

However we MUST manage and minimise the associated risks. 



• 21% of 3-4 year old’s have their own tablet 

Ofcom: Children and Parents: Media Use and Attitudes Report (2017) 

• 79% of 5-7 year old’s go online for around 9 

hours a week 

• 39% of 8-11 year old’s have their own 

smartphone 

• 74% of 12-15 year old’s have a social media 

profile 



Content 

Some online content is not suitable for children and may be hurtful or 
harmful. This is true for content accessed via social media networks, 
online games, blogs and websites 

It’s important for children to consider the reliability of online material 
and be aware that it may not be true or written with a bias 

There can be legal consequences for downloading copyrighted content 
without the author’s permission 

 

 



Conduct 

Children need to be aware of the impact that their online activity can 
have on both themselves and other people, and the digital footprint 
that they create on the internet 

It’s easy to feel anonymous online and it’s important that children are 
aware of who is able to view and potentially share, information that 
they have posted online 

When using the internet it’s important to keep personal information 
safe and not share it with strangers 

 

 



Download Now! 

Search ‘Safer Schools’  

Open the App & enter ‘Biggin Hill Primary’  

 

Parents: enter your code ‘4059’  



Home and Device Safe 

44.1% of Parents and Carers did NOT know how to set parental controls 

 









Passwords 

61% of 7 year olds share their passwords with close friends 

 

3% share them with everyone 

 







Screen Time 



Screen Time 

• Under 18 months – no screen time 

 

• 2-5 years – one hour per day 

 

• 6+ - You should set limits depending on the type of media interacted 

with. 

 



Screen Time 

• Passive consumption 

• Interactive consumption 

• Communication 

• Content creation 

 



Social Networking 



79% of children visit their social 

networking profile daily 

19% 

25% 

21% 

25% 

10% 

Contacts children have on their 

social networking profiles 

51% have friends 

only profiles 

London School of Economics and Political Science, 2014 



A photo that clearly shows their face 

Their last name 

Their home address 

Their phone number 

Their school 

76% 

83% 

3% 

11% 

58% 

Personal information provided on social media 

London School of Economics and Political Science, 2014 



Sharenting… 



Social Media Guides 





Mental Health… 



Social Media Addiction – the signs 

• Rather be at home 

• FOMO! 

• Compare and complain about their own life to those others portaryed 
online 

• First thing – check for notifications 

• Check feeds even when “engaged” in other activity 

• Anxiety with no access 



Social Media Addiction  

• Set specific times 

• No phones in bedrooms 

• Phones off at school 

• Encourage “real life” socialising 



Cyberbullying 

• Cyberbullying is bullying which takes place online or using technology 

• Cyberbullying can happen in many different ways including unkind 
comments and messages, exclusion from group chats or sharing of 
embarrassing photos 

• Children need to understand that online actions can be just as hurtful 
as offline actions and that seeking to deliberately upset or hurt 
someone is always unacceptable 

 



Cyberbullying 

“Bullying is the biggest problem in the youngest age group (with 
children as young as six calling us.”  

 

Childline 







Advice: Cyberbullying 



Sexting 

• Sexting is taking and sharing a nude, partially nude or sexually explicit 
image or video 

•  If the person in the image is under 18 – this breaks the law (Child 
Protection Act illegal to create, distribute or possess an indecent image of a 
child and this includes self generated images “selfies”) 

• Police – common sense approach 

• In the online world content can get very far, very quickly. Children need to 
understand that they can lose control of an image almost immediately 

• Sexting is a risk for younger children – any child with access to a device 

 

 



Advice: Sexting 





Gaming 









Stranger Danger? 



Grooming 

• Kayleigh’s Love Story 

https://leics.police.uk/categories/kayleighs-love-story-film 

 

5 minute film based on the online grooming, rape and murder of 15 
year old Kayleigh 
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Advice: Grooming 





T.E.A.M 

• Talk 

• Explore 

• Agree 

• Manage 



Talk and Explore 



Explore 



Other Useful Resources 



Agree 



Manage….controls, settings etc 









In School… 

• Program of study spring term 

• Worry Boxes, assemblies, PSHE 

• We WILL deal with any incidents of inappropriate online behaviour 

• Police 

• CEOP 

 


